~WEEKLY SLDCADA TIP~
This week’s tip is about your SLDCADA Login & Password
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Have you had your tip today?

SLDCADA Login & Password

To use SLDCADA each user must have a login id and password. The System Administrator at your site typically creates and maintains your login id and SLDCADA maintains your password. Your login id is your last name (up to 6 characters) followed by your first initial then middle initial (if applicable). Your default password is created by SLDCADA and made up of your login id followed by the two characters which are the underscore character and the number one (i.e. login = brownmj   password=brownmj_1). If you ever need your account unlocked, the System Administrator will reset your password to the default.

Upon the first login to SLDCADA, you are forced to change your password. The rules are listed at the bottom of the login window. Special characters include: !, @, #, $, %, etc. Once you have been successful at creating a password, you must remember it. (That’s the hard part!)

Once you change your password, try to remember it. If you attempt to log in 3 times and are unsuccessful, SLDCADA will lock your login account. The System Administrator at your site must unlock your account, reset your password back to the default and you will have to create a new password.

Your password is set to expire every 90 days. At login time, SLDCADA checks to see how many days it is until your password will expire. If your password expires in less than 22 days you will get the message, "Your password will expire in XX days. Do you want to change it now?", where XX is the number of days until expiration. It is ideal to change your password at the 22-day message, as you may not log into SLDCADA for an additional 14 days. After you get down to zero days you may get another message about "expiring soon". This is a SLDCADA grace period of a few days. You may not be able to change your password at this point depending on which day you logged in during the grace period. Once your password expires you can no longer log into SLDCADA and will require the System Administrator to unlock the account and reset your password. Remember your password will be reset to the default password and you will be required to change it upon the subsequent login.

We recommend the System Administrator send out an email to all users on the first of every 3rd month reminding users to change their password. If all users change their password around the same time, they all will expire at the same time – 90 days.
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